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Understanding HIPAA Obligations: A Brief Overview for Insurance Agents 
February 16, 2025 

By Mel Tull 

As an insurance agent, you play a crucial role in handling sensitive client information. The 
Health Insurance Portability and Accountability Act (HIPAA) sets the standard for protecting 
this information. Understanding your obligations under HIPAA is essential to ensure compliance 
and safeguard your clients' privacy. This article will provide a brief overview of what insurance 
agents need to know about their HIPAA obligations. 

What is HIPAA? 

HIPAA, enacted in 1996, is a federal law designed to safeguard the privacy of protected health 
information (PHI). It establishes national standards for the security and privacy of health data. 
HIPAA applies to "covered entities" such as healthcare providers, health plans, and healthcare 
clearinghouses, as well as their "business associates," which often includes insurance agents. 

Key HIPAA Rules for Insurance Agents 

HIPAA comprises several rules that outline the responsibilities of covered entities and business 
associates. The two most relevant rules for insurance agents are the Privacy Rule and the 
Security Rule. 

The Privacy Rule 

The Privacy Rule sets standards for the protection of PHI in all forms—electronic, written, and 
oral. As an insurance agent, you must ensure that PHI is only used and disclosed as permitted by 
HIPAA. This includes sharing PHI pursuant to a valid BAA or other permitted arrangement or 
obtaining client consent before sharing their information.  It also requires providing clients with 
access to their own health records. 

The Security Rule 

The Security Rule focuses on protecting electronic PHI (ePHI). It requires the implementation of 
administrative, physical, and technical safeguards to ensure the confidentiality, integrity, and 
availability of ePHI. This means you must use secure systems for storing and transmitting client 
information and regularly update your security measures to address new threats. 

Business Associate Agreements 

As a business associate, you must enter into a Business Associate Agreement (BAA) with any 
covered entity you work with.  The BAA outlines your responsibilities for protecting PHI and 
ensures that both parties comply with HIPAA regulations. It is crucial to review and understand 
the terms of each BAA to ensure you meet all compliance requirements. 
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Insurance companies providing fully-insured health plans and employer groups with self-insured 
health plans are common covered entities that insurance agencies often have BAAs with.  
Exceptions exist that permit limited disclosures without a BAA with employer groups that 
sponsor fully-insured health plans and insurance companies that provide workers compensation, 
general liability and auto liability policies.  

Breach Notification Requirements 

HIPAA mandates that business associates report any breaches of unsecured PHI to the covered 
entity. A breach is defined as any unauthorized access, use, or disclosure of PHI that 
compromises its security or privacy. If a breach occurs, you must notify the covered entity 
without unreasonable delay and no later than 60 days after discovering the breach. The covered 
entity is then responsible for notifying affected individuals and the Department of Health and 
Human Services (HHS).   

Notification may not be required if the agency can prove the unauthorized access to PHI did not 
compromise its security or privacy because the PHI was encrypted or the unauthorized recipient 
is a trusted entity and they confirm they did not access the PHI and have deleted it.   

Minimum Necessary Standard 

HIPAA's Minimum Necessary Standard requires that you only access, use, or disclose the 
minimum amount of PHI necessary to accomplish your intended purpose. This means you should 
limit the information you collect and share to what is strictly needed for tasks such as plan 
enrollment, underwriting, and claims processing.  This is good common sense advice to limit 
your liability because you are not responsible for PHI you never possessed or controlled.  

Training and Awareness 

To ensure compliance with HIPAA, it is essential to provide regular training for yourself and any 
employees who handle PHI. Training should cover HIPAA regulations, your organization's 
policies and procedures, and best practices for protecting client information. Keeping up-to-date 
with the latest developments in HIPAA compliance will help you avoid costly fines and protect 
your clients' privacy. 

Penalties for Non-Compliance 

Failure to comply with HIPAA can result in significant penalties. The HHS Office for Civil 
Rights (OCR) enforces HIPAA regulations and can impose fines ranging from $100 to over 
$50,000 per violation, with a maximum annual penalty of over $1.5 million. In addition to 
financial penalties, non-compliance can damage your reputation and erode client trust. 

Practical Tips for Compliance 
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Here are just a few of the many available precautions that will benefit many insurance agencies: 
1. Conduct Regular Risk Assessments: Identify potential vulnerabilities in your systems 

and processes and implement measures to mitigate risks. 
2. Encrypt ePHI: Use encryption to protect ePHI during storage and transmission. 
3. Implement Access Controls: Restrict access to PHI to authorized personnel only. 
4. Develop and Enforce Policies: Create clear policies and procedures for handling PHI 

and ensure all employees adhere to them. 
5. Monitor and Audit: Regularly monitor and audit your systems to detect and address any 

security incidents promptly. 
6. Train Employees: Provide regular HIPAA compliance training for yourself and any 

employees who handle PHI. 

Conclusion 

Understanding and fulfilling your obligations under HIPAA is vital for protecting your clients' 
sensitive information and maintaining their trust. By adhering to the Privacy and Security Rules, 
entering into Business Associate Agreements, and staying vigilant about potential breaches, you 
can ensure compliance and safeguard your clients' privacy. Regular training and awareness, 
along with practical measures such as risk assessments and encryption, will help you navigate 
the complexities of HIPAA and avoid costly penalties. 

For more information or assistance understanding and implementing effective and compliant 
HIPAA policies and procedures, contact Mel Tull, at Mel@TullLawPLC.com or (804) 404-
7748.  Mel advises insurance agencies and other companies on general business law matters, 
regulatory compliance issues, and buying and selling businesses, agencies, and books of 
business. 

This article has been prepared for informational purposes only and is not legal advice. 
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